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Abstract

Database right, as a subcategory of copyright law, rewards the creative exploits, labour and skill expended in compiling, arranging and organising a set of information for ease of use. When humans create, the labour and ingenuity exerted in reaching completion is compensated by the law by bestowing exclusive rights of exploitation on creators and their assigns. In the sphere of Electronic Health Record databases, data (which are mainly inputted by clinicians) are obtained from various sources, including clinician deduction, patients and caregivers’ observations and reports, and family-reported or community-reported traits. Using the doctrinal research method and writing primarily from a South African legal standpoint with insights drawn from other countries, the author considers the dynamics of navigating ownership rights in Electronic Health Record databases and the associated challenges when AI is involved. In summary, this paper examines the Electronic Health Record ownership rights of humans and machines, particularly in the South African context.
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1. Introduction

There is no consensus on the definition of an Electronic Health Record (EHR); however, Phaneuf defined it as ‘a collection of patients’ medical history including diagnoses, medications, treatment plans, allergies, laboratory and test results’. It can also be described as ‘an automated, paperless and online medical record for which patient medical data are entered by eligible providers, such as nurses and physicians’. EHRs should not be mistaken for Electronic Medical Records (EMRs). According to Kariotis et al., while an EMR is generally considered to be a record of a person’s health encounters in a specific health setting, an EHR is usually a compilation of summary information from across EMRs in a region, country or health system. Examples of such EHRs include patient medical and treatment histories and patient health information, such as administrative and billing data, patient demographics, diagnoses, medications, treatment plans, progress notes, vaccination dates, allergies, radiology images and laboratory and test results. An EHR could additionally include healthcare provider notes, genetic testing data and recordings from medical devices or wearable sensors.
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On the utility of EHRs, authors have detailed significant benefits. For instance, the management of patient health data in a digital format has been acknowledged.\(^7\) Again, EHR systems are understood to affect physician productivity and patient satisfaction by speeding up physician diagnoses, digitising administrative tasks, reducing file pulls and transcription costs, providing all-day patient access, improving billing and scheduling, enhancing disease management and delivering health education.\(^8\) EHRs are also reported to aid ‘quality, efficient, convenient and safe care, up-to-date information provision, secure data transfer, effective diagnosis, effective patient/provider interaction, streamlined documentation, coding and billing, improved productivity and work-life balance and reduced costs of paperwork and duplication’.\(^9\) Further, these could provide an avenue for the ‘seamless information flow within the digital ecosystem, improved patient care, coordination and participation and enhanced diagnostics and outcomes’.\(^10\)

A networked EHR, a variant of EHRs, is designed for information sharing with multiple healthcare players such as laboratories, specialists, medical imaging facilities, pharmacies, emergency facilities and school and workplace clinics.\(^11\) This facilitates data sharing among healthcare providers and provides evidence to each entity to appropriately determine a patient’s care pathway.\(^12\) By granting access to all the health professionals involved in the patient journey, EHRs can optimise patient care, streamline procedures and motivate patients to keep up with lifestyle changes that have positively impacted treatment.\(^13\) This is said to ‘drive better health, foster patient participation in decisions beyond passive receipt of care, encourage medication adherence and improve outcomes’.\(^14\) Again, since EHRs offer an integrated and interoperable system that paints a comprehensive picture of a patient, benefits are reported to accrue not only to the patient but also to research and the bio-economy.\(^15\) Unsurprisingly, longitudinal patient health data have been found to contribute to better health provision and clinical outcomes, research, planning and patient safety.\(^16\)

However, there are some concerns regarding the use of EHRs. For instance, there are worries about the time taken to record patient information, which sometimes extends beyond work hours, negatively impacting work–life balance and exposing physicians to burnout.\(^17\) Again, there are concerns about interoperability, as well as the risk of breaching data privacy.\(^18\) This is because EHRs transcend one patient’s health data and extend to other sources and subjects. For instance, EHRs could encompass treatment outcomes, patient-generated data, data from social media and wearable devices, smartphone applications and genomic data.\(^19\) These broad datasets can paint a broad picture of not only one person’s health but also that of their extended families and communities. This is particularly significant in relation to sensitive health data, such as behavioural health information.\(^20\) Other concerns include content quality and accuracy, the dynamics of the doctor–patient relationship, privacy, confidentiality, informed consent, licensing and regulation.\(^21\)

The article examines how South African jurisprudence accords EHR ownership from the perspective of database rights as a subcategory of copyright law. This paper uses the doctrinal research method and is set out as follows. The next section details the ownership of EHRs. This is followed by a delineation of database rights in South Africa, drawing some insights from other jurisdictions. Thereafter, the debate regarding the ownership of EHR databases generated by AI is outlined.
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2. Who Owns EHRs?

The global market size for EHRs was USD 29,417.2 million in 2021 and is projected to reach USD 42,203.5 million by 2028.\textsuperscript{22} Therefore, it is not surprising that ownership of EHR data is contended by a host of actors including patients, government, trusts, medical teams, drug companies and bio banks.\textsuperscript{23} It is still unclear in many jurisdictions whether clinical data can be legally or quasi-legally classed as private property from which a right to transact in arises.\textsuperscript{24} Further, the ownership of patients’ health data remains broad and could cut across several fields of law including intellectual property (IP), labour law, property, data privacy and contract—which could create uncertainty about rights and obligations. (To retain focus on the objectives of this article, only ownership relating to IP rights—namely, database rights—is considered). Significantly, there is a clear distinction between EHR data, the databases that EHRs are comprised of (i.e., the source works) and AI (i.e., the computer programs). The first is discussed in this section, the next in Section 4, and Section 5 focuses on computer-generated works.

Determining the existence of a right in EHRs, as well as its ownership, is necessary to clarify the limits of rights and the accrual of benefits. This could involve breaking comprehensive EHR data into subsets to determine each actor’s contribution and quantify compensation, whether in money’s worth or associated benefits. Consideration will also be given to the varying value emplaced on each dataset, depending on perspectives of personal and clinical value. For example, seemingly trivial data (to the average patient) such as weight and height could, in contrast, prove to be of immense significance to a clinician’s diagnoses of risk factors or health conditions (e.g., diabetes or heart disease) and aid future predictions.\textsuperscript{25}

Another consideration in determining ownership is the unique nature of EHR data, which result from varied sources. Notably, clinicians contribute immensely to the population of data on EHRs. In many cases, while patients describe symptoms, the clinician’s investigation through lab tests, documentation, reporting and diagnoses is also crucial and involves a significant quantity of observations, perception, interpretation, measurement, work, skill, judgement, and equipment.\textsuperscript{26} In general, the medical team has the responsibility to ‘extract, interpret, process, describe, classify and store health information including medical history, radiology images, blood samples and gene sequencing’.\textsuperscript{27} These health professionals are responsible for inputting, organising and reporting data on diagnoses and patient monitoring; additionally, they invest time, effort and money in organising and managing data.

Therefore, in accordance with the philosophy that whoever bears the cost of continuous data processing that sustains data availability should be compensated for the cost of maintenance, some favour clinician rights to EHRs.\textsuperscript{28} In line with clinicians’ rights to EHRs, authors have noted that this could stave off free-riding and serves as a form of reward for clinicians and funders for the effort, time and money expended in creating and maintaining these data.\textsuperscript{29} However, not everyone agrees with this notion.

The above philosophy does not find favour in jurisdictions such as Britain, Australia, Singapore and New Zealand, which have government-sponsored national health systems. It is argued that clinicians that create health data during treatment are paid by the state with funding from taxpayers.\textsuperscript{30} Accordingly, supporting clinicians’ rights could usher in exclusion and lock-in and discourage data portability as this could ascribe to clinicians the power to bar patients from transferring their data to other healthcare providers and pharmaceuticals, thereby resulting in patients’ locking-in. Clinicians’ additional contributions to disease diagnosis and observations of treatment progression could be used to prevent patients from accessing their health data freely.

However, the question of rights in EHR databases cannot be complete without acknowledging the value of patients’ contributions. It is notable that patients and their caregivers contribute to the data recorded in EHRs by reporting symptoms. In addition, patients and their caregivers report observable treatment progression and drug interactions to the medical team. Some of these data come from their wearable accessories, such as smart watches, smart bracelets, armbands and glasses; they report...
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this data to healthcare professionals.\textsuperscript{31} Patients equally report patterns of recovery and information on previous diseases and family history to clinicians.\textsuperscript{32}

All these pieces of information are possible due to patients; hence, some experts have argued that EHRs are primarily a product of patients’ bodies and actions that bestows on them not only the right to control but also to make decisions about these data.\textsuperscript{33} This is predicated on the basis that without patients, there are no data.\textsuperscript{34} In addition, it is argued in support of this position that ascribing more rights to patients in the context of EHRs could help in the determination of value and exploitation of their data, while the opposite would ascribe the rights to ‘appropriate, assert, and maintain ownership’ to private companies.\textsuperscript{35} Further, this is contended to usher in autonomy and privacy, market efficiency, equity of sharing in the proceeds of health data, clarity about the use of data by all actors and encouragement of investment in health data–driven innovation.\textsuperscript{36}

However, this line of reasoning is also not without contest; opponents of this school of thought assert that patients cannot lay claim to any transactional rights in EHRs, having already attained benefits from the records during the care journey.\textsuperscript{37} Writing on the delineation of data as property, Liddell alluded to this as potentially opening the door to ‘an unending series of toll booths’.\textsuperscript{38} Thus, patients could become suppliers of EHRs to private entities, research institutions and pharmaceutical companies, not to mention the difficulty of determining how to break down and sell pieces of these records to interested parties and emplace value for varied purposes. It is difficult to imagine how this could become the norm considering the amount of energy and scrutiny needed to separate information contained in EHRs and to determine what is of importance to each party as well as the evaluation of compensation.

Further, beyond these direct contributions from clinicians and patients, there are also third-party and external players and sources of data that prove useful in compiling EHRs. Evidently, patient data could be reported and sourced from family medical history and shared health and genetic data, as well as publicly available data and those obtained from patient reports and clinicians’ deductions.\textsuperscript{39} These could contain relevant medical history that identifies prevalent physiological and behavioural traits. The social media pages of patients or their networks are another source for generating EHRs, particularly if AI is employed.

In view of this wide array of data sources for EHRs, defining ownership presents challenges such as the varying claims of each party and the extent of rights pertaining to access and use, as well as attendant priority interests.\textsuperscript{40} It could therefore be unfair to ascribe ownership to any one party where all contributors are crucial in piecing together an intelligible picture of the patient’s health. One must also consider the store placed on each dataset, which, again, is dependent on perspectives that are altogether crucial. The next section considers database law in South Africa; it details the extent of rights that accrue to a person who makes investments in terms of money, time and energy to organise and manage a database.

3. Database Law in South Africa

Section 2(1) of the \textit{South African Copyright Act 98 of 1978} lists works eligible for copyright as literary works, musical works, artistic works, cinematograph films, sound recordings, broadcasts, program-carrying signals, published editions and computer programs. Specifically, eligible literary works include novels, stories and poetic works, dramatic works, stage directions, cinematographs, film scenarios and broadcasting scripts, textbooks, treatises, histories, biographies, essays and articles, encyclopedias and dictionaries, letters, reports and memorandums, lectures, addresses and sermons and written tables and compilations.\textsuperscript{41} The reference to tables or compilations encompasses databases to which copyright accrues whether embodied in a computer or a medium used in conjunction with a computer.\textsuperscript{42}
These databases could also be electronic or hardcopy, including EHRs. Where literary works including databases are made by or under the direction or control of the state, copyright shall reside in the government. The issue of whether an EHR is its own database or a compilation of databases is also noteworthy. The Copyright Act protects databases, also known as compilations, as literary works while computer programs enjoy protection not as literary works but as computer programs. This classification as computer programs is quite unique to South Africa.

In a number of judicial pronouncements, the courts in South Africa have accepted a wide range of compilations to qualify for protection as databases. In *Fax Directories (Pty) Ltd v SA Fax Listings*, a directory of telefax users was accepted by the court to be eligible for copyright protection. Similarly, in *Payen Components SA Ltd. v Bovic CC & others*, a catalogue and price list were equally accorded protection as a database by the court regarding a numbering system identifying a range of gaskets in use in South Africa. The court in *Bosal Africa (Pty) Ltd v Grapnel (Pty) Ltd & another* also upheld a claim for breach of copyright in relation to a part numbering code compiled in the plaintiff’s price list and catalogue. With regard to copyright protected compilations that could be incorporated into EHRs, in *Board of Healthcare Funders v Discovery Health*, the court was called upon to determine the infringement of the copyright of the applicant in the Practice Code Numbering System, which was used, published and adapted without written consent. The court held in favour of the applicant that a compilation was a literary work expressed in print or writing irrespective of whether it has any excellence of quality or style of writing.

An author of literary works as defined by section 1(1) (a) is one who first makes or creates the work while, by the provisions of section 1(1) (h), the author of a computer program is that who exercised control over the making of the computer program, defined as a set of instructions fixed or stored in any manner and that, when used directly or indirectly in a computer, directs its operation to bring about a result. First ownership of databases as literary works will vest in an author and joint authorship, in co-authors of the work according to section 21(1) (a) of the Copyright Act. Copyright in a computer program vests the exclusive right to do or authorise reproduction, publishing performing, broadcasting, causing the transmission of the computer program, adapting, letting, or offering or exposing for hire by way of trade, directly or indirectly, a copy of the computer program. However, exceptions exist for works commissioned and those made in the course of employment or under a contract of service or apprenticeship. In these situations, copyright vests in the employer.

For copyright protection to accrue in literary works (including databases), it has to be shown that ‘sufficient effort or skill has been expended in making the work to give it a new and original character’. The Act grants rights of exploitation to authors of literary works irrespective of literary quality and mode of expression. This principle enjoys judicial backing in a number of cases where the courts have toed this line of reasoning. The court in *Klep Valves (Pty) Ltd v Saunders Valve Company Ltd* stated that originality could be proved by evincing that the work in question emanated from the author and was not copied. Similarly, the court in *Board of Healthcare Funders v Discovery Health* discussed supra held that originality does not demand original or inventive work but only that the work should not be copied and should originate from the author and the sum total of the compilation may be original. In this case, the years of effort or skill expended in the development of the system were enough to warrant protection. In *Moneyweb v Media24*, the court held that mere slavish copying of existing works did not satisfy the standard of originality in view of the absence of the application of the author’s mind.

Section 2(3) of the Copyright Act does not consider works to be ineligible for copyright because prior works are infringed. The section provides that ‘a work shall not be ineligible for copyright by reason only that the making of the work, or the doing of any act in relation to the work, involved an infringement of copyright in some other work’. As shown in the preceding paragraph, works are accorded originality despite containing infringing materials. Improvement or refinement of works is also eligible for copyright protection, irrespective of the fact that the improved work made use of infringing copyright in another work, as long as the alteration to the original work is substantial.
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In *Haupt t/a Softcopy v Brewers Marketing Intelligence (Pty) Ltd*, the court stressed that authors had to demonstrate that works were not copied from another source and that a substantial (not trivial) degree of skill, judgement or labour was applied.\(^5^5\) In other words, skill and labour (donned ‘sweat of the brow’) must be evidenced.\(^5^6\) In the Haupt case, it was also noted by the court that the requirement for originality was satisfied as substantial degree of skill, judgement or labour was exerted in creating a converter program, which took approximately six months, and in writing the source code for a tree preparer program, which took six hours.

The foregoing show that database rights accrue to a person that has exerted time, effort, skill and judgement to create an original piece of work. This then becomes free from exploitation by others except in permissible circumstances sanctioned by the law.\(^5^7\)

The next section interrogates whether non-human players, notably AI, can also be ascribed database rights.

### 4. Does Artificial Intelligence Possess Database Rights?

AI is ‘a suite of technologies, enabled by adaptive predictive power that exhibits some degree of autonomous learning to advance pattern recognition, anticipate future events, make decisions and communicate’.\(^5^8\) It also refers to the ability of a digital computer or computer-controlled robot to perform tasks commonly associated with intelligent beings, including human intellectual processes and exhibiting characteristics such as the ability to reason, discover meaning, generalise or learn from past experience.\(^5^9\)

In general, it acknowledged that although some machines measure up to humans in some aspects of medical diagnosis, voice or handwriting recognition, none match human flexibility in fulfilling everyday tasks despite the significant advances in computer processing speed and memory capacity.\(^6^0\) Again, even though AI-based systems can solve problems and make predictions or classifications, this ability is still largely based on human input data.\(^6^1\) This is because the world is still witnessing an era of ‘narrow AI’, which means that machines rely on human initiation, prompts or interventions to start or complete specific tasks. In this era, computing machines are not yet at the level of independently handling complex undertakings beyond programmed tasks, algorithms, rules and learning templates.\(^6^2\)

The futuristic ‘strong AI’, also called ‘artificial general intelligence’ or ‘super intelligence’, is projected to have the capacity to fully perform intellectual tasks that are ordinarily only within the realm of humans and may surpass human intelligence.\(^6^3\) The era of strong AI is expected to usher in machines that exhibit some level of sentence and complex decision-making and goal-setting abilities and could exhibit general intelligence beyond specific tasks. This era envisions machine intelligence that will equal or exceed that of humans so that machines exhibit self-aware consciousness and problem-solving skills in addition to the ability to learn and plan for the future.\(^6^4\) While the full manifestation of this era is not yet known, it has been suggested that full evolution could occur by the year 2099.\(^6^5\)

However, AI as we know it today has advanced in many respects. AI technology has advanced to the stage of collating information to generate creative works such as paintings, poetry, news reports and musical works.\(^6^6\) There are also examples of content on various topics, such as business and financial stories, weather reports and sports results written by AI systems such as Tencent’s Dreamwriter.\(^6^7\)

In the health sector, advances in AI have been deployed to some systems and processes to facilitate aspects of medical care. Wearables create reports for insurers or provide guidance to enhance the user’s health and wellbeing.\(^6^8\) These could equally ‘monitor patient vital signs and laboratory indicators and provide drug administration reminders to achieve intelligent detection
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and analysis of human physiological and pathological information. In addition, AI systems could aid the detection of cancers, medical imaging and speech recognition. AI further aids patient triaging and screening to determine care pathways, decreases the burden on clinicians and fosters consistency, speed and reproducibility. Examples include Google’s DeepMind, Intel’s Lumiata, Ubenwa Health’s birth asphyxia detection tool and Tencent’s Doctorwork.

However, current AI-powered creative processes start with, or are orchestrated at some point by, humans in the form of labelled datasets, templates, input data or staged interventions. This is because, as explained above, we still operate in the era of narrow AI. Therefore, it is significant that in the sphere of patient care, AI health data is not yet robust or externally validated and could lead to misdiagnosis by faulty algorithms, loss of jobs for professionals, lack of emotive patient care and the risk of bias and poor predictions for particular demographics without representative data. AI systems could also erode clinician trial and error and meaningful patient interaction contributed by physicians and herald ethical issues in triaging where significant human expertise and experience are required. There are also liability issues involved as clinicians or patients could be held legally responsible in negligence cases if an AI machine is treated as a mere ‘diagnostic support tool such as a blood test without the decision-making capacity.

Of utmost concern for our purpose is the question of whether AI can, on its own, generate databases and, in turn, enjoy IP rights. Arguments vary across jurisdictions. In the first place, advances in machine learning require vast datasets to identify patterns and develop algorithms. Inputs for machine learning include not only traditional data but also huge training datasets of video, audio recording, text and even software, each subject to copyright; attempting to trace and obtain permission for each is both arduous and impractical. Again, one must consider whether AI can meet the eligibility standard needed to grant ownership of a database as a literary work. The answer to this is not clear-cut because eligibility is interpreted differently across jurisdictions. For instance, it has been noted that in Germany, factual databases would not qualify for copyright protection unless expertise beyond that of a programmer is shown in selecting, accumulating and organising the database; in France, original works have to embody the personality of the author.

Further, in some jurisdictions, while humans may be considered authors of the creative works of their machines, as controllers of the machine, other jurisdictions reject this summation. For instance, in Hong Kong, machine ownership is permitted. Here, computers can be named as owners to prevent human owners from free-riding on the works of their machines in creating the content. However, this has been argued by some authors to usher in detriments. For instance, Tianxiang asserted that AI systems mostly arrive at definite results when set on the same objective and, therefore, cannot achieve the standard of originality. The author also argued that, consequently, machine attribution could not only usher in a multiplicity of claims for AI systems but also make humans redundant in the future.

In contrast, China grants authorship of AI-generated content solely to natural or legal persons. The Copyright Law of China 1990 provides that the copyright belongs to the person that creates a work in the case of a citizen or, in the case of a legal entity, one according to whose intention or under whose supervision and responsibility the work was created. No machine authorship or ownership is permitted here. Proponents maintain that the data fed in by humans to instruct the machine and expose it to learning should be acknowledged as sufficient labour to meet the standard of protection. In support of this stance, authors have maintained that to create, machines must be exposed to a field of knowledge and then activated to generate ideas that are innovative and useful—and that incentivising inventors through rewards and attribution encourages innovation.
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In the Chinese case of Shenzhen Tencent v Shanghai Yingxun, the court held that the reprint of a news story written independently by an AI writer without permission was an infringement. Commenting on this case, Zhou noted that the court recognised that the plaintiff and members of the creative team exhibited intellectual endeavour in the ‘arrangement and selection of data input, trigger condition setting, template and corpus style choices and the article’s presentation and that AI did not work independently but rather assisted the team’. In adopting the definition of AI as ‘machines and systems that can perform tasks considered to require human intelligence with limited or no human intervention’, Zhou also asserted that ascribing the creation of works to AI would require excluding the machine or system generating process undertaken by humans. According to the author, this would mean that there can never be true autonomous AI creation except in cases involving machine and deep learning capabilities, where new algorithms could be generated independently by AI.

In South Africa, our focus country, the copyright principle that, unlike patents, works need not be new to enjoy copyright protection holds through. In other words, similar or identical works can enjoy copyright if shown to have been independently created. Here, authorship is granted to the owner of the machine if it can be shown that the work was the result of an owner’s effort and expertise, including the exercise of a degree of judgement, selection, skill and effort. As provided in section 1 of the Copyright Act, the owner of a computer-generated work is ‘the person by whom the arrangements necessary for the creation of the work were undertaken’. Merely owning the AI system is not enough as arrangements must have been shown to be made by one claiming ownership in the creation of the work. This owner must have exerted control of the creative process.

In Bergh and Others v the Agricultural Research Council, the agreement by an employee software developer to create a dairy farmers’ program and, in the absence of finance to retain the copyright therein, was acceptable to vest ownership. It is noteworthy that in this case that Mr Pauw was commissioned by the research council to write the BeefPro program; thus, he was not an employee but rather commissioned. As such, this distinction is crucial because while the South African Copyright Act permits commissioning exception in section 21(1) (c) in relation to photos, portraits, gravures, cinematograph films and sound recordings, this is not applicable to databases or computer programs. However, the employment exception provided in section 21(1) (d) applies to all types of work.

The court also made detailed and significant pronouncements on the position in South Africa with regard to databases in the case of Haupt v Brewers Marketing Intelligence (Pty) Ltd. Here, the appellant, Anton Haupt, applied for an order interdicting the respondents from copyright infringement in a computer program known as Data Explorer and also in certain tables (or database structures) and databases. The court emphasised that ‘it is necessary to first determine whether the works we are concerned with are literary works, computer programs, computer-generated literary works or computer-generated computer programs and to then determine whether they are original and finally, the author of the relevant work’. An author is one that first makes or creates the work in the case of a literary work; a person who exercises control over the making of the computer program in the case of a computer program; and, in the case of any of these works having a computer-generated ‘author’, the person by whom the arrangements necessary for the creation of the work were undertaken.

The court went further to distinguish between computer-generated works that are made without human intervention and computer-assisted ones where humans are involved. Accordingly, the Data Explorer program (that comprises search and graph instructions), the converter program and the tree preparer program were classified by the court as computer programs due to the embedded code bearing a set of instructions that, when used in a computer, directs its operation to bring about a result. However, the court classified the database structures comprising a table with a number of varying columns as a literary work rather than a computer program as this did not consist of a set of instructions.

On the significance of improvements made to existing works, the court also agreed with the appellant that the writing of the source code for the search and the graph instructions incorporated as a function for the Data Explorer program was a significant improvement. According to the court, the fact that Haupt and the respondents considered it necessary for the Data Explorer and Brewer’s All Media Products Survey (AMPS) programs was enough evidence of significant improvement. In considering works made in the course of employment, the court drew a distinction between ‘control’, in the definition of ‘author’ in respect of a computer program, and ‘control’ by virtue of a contract of employment. The court explained that the
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word ‘control’ in the former context has a wider meaning than ‘control’ in the employment arrangement. In this case, Haupt was said to have instructed Coetzee (the writer of the computer program) about the intended end result, demanded improvements as the work progressed, constantly communicated about the details of the work, and oversaw and approved periodic submission of aspects of the work. Here, the court held that control transcended merely providing functional requirements and reviewing the program drafts periodically.

In its judgement, the court therefore held that copyright in the Data Explorer program, including the search and graph instructions, converter and the tree preparer program, vested in Haupt, having been in a position of authority over Coetzee in the writing of the computer program. Although Haupt did not make or create the databases and database structures, the court found that there was sufficient exercise of control over the work of Coetzee (the software developer) by contacting, instructing, checking and approving the final computer program.

From the foregoing, it can be deduced that the issue of control is central to the determination of the authorship rule for computer programs in South Africa. This is different from first copyright ownership as a general rule, with the exception of situations where the author is also the first copyright owner. Therefore, for our purpose, copyright in works generated by AI will vest in one who has made arrangements for the creation of the work—in view of the fact that making arrangements for AI training datasets and system setup could involve an array of actors including software and program developers and coders, data analysts and writers, AI data trainers and testers, research scientists, software and AI engineers, and big data managers and aggregators. Oriakhogba has suggested vesting ownership in such scenarios in the AI developer that made the arrangement for the work.93 This should usually be that who brought together the collaborators and arranged for each actor’s role, playing an overarching organisation role.

5. Conclusion

South Africa awaits the introduction of the Copyright Amendment Bill of 2017, which makes provisions for works created by AI and is expected to expand fair use and enable more innovative and non-infringing utilisation of data within the limits of the law. The substantive Copyright Act 98 of 1978 vests copyright in respect of a computer-generated work in a person that has made arrangements for the creation of the work. This unique position could incentivise innovations in the development of AI use applications for EHRs. Already, these are proving to be an important resource for patient care that can be impactful not only to patients and clinicians but also equally to other actors in the ecosystem of the patient care journey as well as to research and public health.
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